**IIS biztonsági beállításai**

**Előkészületek:**

* Indítsa el és ellenőrizze a szerverének működését!
* Ellenőrizze a DNS és az IIS szerepkört!

**Feladatok:**

**Újabb ügyfelek igényelnek szolgáltatást a tárhelyen!**

1. Az új ügyfél szeretne a világ hét csodáiról szóló webhelyet létrehozni és a ***csodak.hu*** domain nevet igénylik! Végezze el a DNS regisztrációt, ellenőrizze az FQDN-eket!
2. Hozza létre a webhelyet úgy, hogy a ***8080***-as porton lehessen elérni, ***index.html*** nyitólappal!
3. Töltse fel kezdő tartalommal a webhelyet! (min. 3 könyvtár, index.html lapok egymásra- és   
   a kezdőlapra mutató linkekkel)
4. Állítsa be, hogy a webhelyen ***ne lehessen*** .***txt*** *és* .***rtf*** *kiterjesztésű* *állományokat* megnyitni, letölteni!
5. A webhely **txt** **nevű mappájában** található fájlokat ***csak a kliens gépről*** lehessen megjeleníteni, de ott lássuk a **.txt** kiterjesztésű fájlok tartalmát is!
6. Az ügyfél igényli, hogy a webhelyet ***csak*** ***https*** *protokollal* lehessen elérni! Ehhez készítsen egy önaláírt tanúsítványt a webhelyhez! A ***http*** *protokollon keresztül* érkező kéréseket ***hibalappal*** *irányítsa át* a titkosított kapcsolatra!
7. A webhelyre ***csak egyszerű hitelesítéssel*** lehessen belépni. Vegyen fel az elérés teszteléséhez egy ***csoda*** nevű felhasználót és érje el, hogy ***csak ezen felhasználó férjen hozzá   
   a tartalmakhoz***!